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1In3 3In4 3In4

work outside the office regularly chose their own work mobile prefer tech at home to tech at work
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Source: Forrester Employee Workforce Survey, 2012 {Ti._’fl



People need to connect across distance



work withsremote ©  work with remote . ~work with remote

customers coworkers suppliers,

on a typical day on a typical day on a typical day

Source: Forrester Employee Workforce Survey, 2012
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Work happens everywhere




Work happens everywhere

31%  2/% 23% 39%

work from a work while work from a work from

client site home

Source: Forrester Embnlovee Workforce Survev. 2012 fiaures indicate location an embolovee worked from several times ner month



The average knowledge worker uses three devices
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BYOD is the new normal
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BYOD is the new normal

74%  71% 69% [ 85%

of employees chose the  of employees chose the of companies are of companies will
smartphone Implement
they use for work they use for work BYOD today BYOD by 2020

Source: Forrester Telecom & Mobility Workforce Survey, 2013; Gartner “Tracking Changes in Enterprise Smartphone Preferences”, 2013; Gartner “BYOD Doesn't Have to Be All or Nothing”, 2013



We have better technology at home than at work




prefer the tech

at work

to the tech at home

ss Economics “The Connected Workplace”



Security risks in an on-premise environment

70%

of data breaches are
caused by confidential
information contained on
a missing USB drive

80%

of IT professionals

consider laptops the
most significant
security risk

Source: Ponemon Institute, 2013
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1in 10 laptops

is stolen within its
lifetime (3 years)




Operation “Red October”

Government
Diplomatic / embassies
Research institutions
Trade and commerce
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Unknown Victims.
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Victims of advanced cyber-espionage network
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94%

28%

were attacked

lost data

*Kaspersky Lab, 2014
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THANK YOU
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